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Abstract of the contribution: This contribution proposes a solution to support CN-based edge relocation. 
1 Introduction
This contribution proposes the solution to support edge application server relocation with UE unaware of the edge application server relocation, covering both the scenarios triggering the edge application server relocation by the user plane management notification with PSA relocation/DNAI change and by the application side.
This contribution focus on the procedure for the CN getting the information at edge relocation due to edge application server relocation after the UE accessing the edge application to support the service continuity. The details of CN behaviour after getting information for the edge application server relocation at edge relocation were discussed to use application server IP replacement from Intel’s proposal in S2-2004069 or use PFDF mechanism for the application server IP replacement within the core network from China Telecom’s proposal in S2-2003554. The solutions can be merged as a whole solution if agreed. 
2 Proposal
It is proposed to have the following changes in TR 23.748:
* * * * 1st Change * * * *
[bookmark: _Toc22897107]6.0	Mapping of Solutions to Key Issues

Table 6.0-1: Mapping of Solutions to Key Issues
	Solutions
	Key Issues

	
	1
	2
	3
	5

	#1: Provisioning URSP configuration to the UE to establish PDU Sessions for edge applications
	X
	
	
	

	#2: Local DNS based edge server address discovery
	X
	
	
	

	#3: DNS AF
	X
	
	
	

	#4: Providing the DNS authoritative server with IP addressing information about where the UE is located
	X
	
	
	

	#5: Server Discovery using DNS, IP Routing and URSP
	X
	
	
	

	#6: Discovery of EAS based on DNS
	X
	
	
	

	#7: SMF/I-SMF selection based on DNAI
	X
	
	
	

	#X:  CN-based edge relocation
	
	X
	
	



* * * * 2nd Change (all new)* * * *
[bookmark: _Toc500407019][bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc22214911]6.X	Solution #X:  CN-based edge relocation 
[bookmark: _Toc500949099][bookmark: _Toc22214909]6.X.1	General
The solution addresses Key Issue #2: Edge Relocation. The UE is unaware of the edge relocation.
This solution supports the Session Breakout model at edge application server relocation after the UE accessing the edge application to support the service continuity. The enhancement for packet loss is not considered in this solution.
The edge application relocation may happen in the following scenarios:
1) the application server change is triggered by the user plane management notification with PSA relocation/DNAI change e.g. due to UE mobility; 
2) the application server change initiated from the application side e.g. due to the serving Edge Application Server becoming congested or being in outage condition.
The application can decide whether the edge application server relocation is transparent or not to the UE, without impacting the user experience for the application.
The main CN behaviour after getting information for the edge application server relocation at edge relocation is to perform application server IP address replacement at edge application server relocation. 
Editor's note:	The detail CN behaviour for application server IP address replacement were discussed to use application server IP replacement from Intel’s proposal or use PFDF mechanism for the application server IP replacement from China Telecom’s proposal. The solutions can be merged as a whole solution if agreed. 
6.X.2	Procedures
6.X.2.1	Procedure for edge relocation triggered by CN


Figure 6.x.2.1-1: Procedure for edge relocation triggered by CN
The AF can get the information of whether server changes and the target application server based on the user plane management notification.
1. The AF request with traffic routing information is sent to the Core network per application, it may include the domain name of the application, the application relocation possibility indication and the 'AF acknowledgement to be expected' indication.
2. The PCF generates PCC rules based on the AF request and provides the PCC rules to the SMF. The PCC rules include the domain name of the application. This step may happen during establishment of the PDU Session or during modification of the PDU Session.
3. The SMF determines to relocate the ULCL/L-PSA. The ULCL/L-PSA relocation may be triggered by UE mobility.
4. Based on the AF subscription, the SMF sends an early notification to the AF, including the corresponding target DNAI(s).
5. Application server relocation is triggered by the notification received in step 4 based on the target DNAI(s). The AF can get the information of target application server.
6. The AF sends a positive response to the early notification to the SMF. In the positive response, the AF includes the indication to indicate the application server relocation is transparent to the UE, and the information of target application server (the information of target application server may be information on the target application server for the application (e.g. the IP address of the target application server and the FQDN of the target application server)).
7. The SMF configures the new ULCL and new L-PSA.
8. The SMF makes decision, based on the information on the information received in step 6, to steer the traffic of the application traffic to and from the target application server.
9. Based on the decision in step 8, the SMF updates the ULCL2 or BP UPF2, which can be standalone or co-located with L-PSA2, with the forwarding rule for steering the traffic to and from the target application server.
Editor's note:	The detail CN behaviour for application server IP address Replacement were discussed to use application server IP replacement from Intel’s proposal or use PFDF mechanism for the application server IP replacement from China Telecom’s proposal. The detail CN behaviour is to be updated based on the discussion and output. 

6.X.2.2	Procedure for edge relocation triggered by application


Figure 6.x.2.2-1: Procedure for edge relocation triggered by application
The AF can get the information of whether server changes and the target application server for the edge relocation triggered by application.
1a. PDU session is established with the PSA UPF and breakout with the ULCL1/L-PSA1.
1b. The AF request with traffic routing information is sent to the Core network per application.
1c. Edge application server relocation is triggered by the application due to the serving Edge Application Server becoming congested or being in outage condition.
2. The AF updates the AF request for the edge application relocation. It includes the indication to indicate the application server relocation is transparent to the UE, the information of target application server (the information of target application server may be information on the target application server for the application (e.g. the IP address of the target application server and the FQDN of the target application server)).
3. The PCF updates the PCC rule with the information received in step 2 to the SMF. If the ULCL/PSA relocation is not triggered by the edge application relocation, step 4 to step 7 are skipped.
4. The SMF determines to relocate the ULCL/L-PSA based on the edge application relocation.
5. Based on the AF subscription, the SMF sends an early notification to the AF, including the corresponding target DNAI(s).
6. The AF sends a positive response to the early notification to the SMF. 
7. The SMF configures the new ULCL and new L-PSA.
8-9. the same as step 8 to step 9 in clause 6.x.2.1.

6.X.2.3	Procedure for edge relocation triggered by application with application relocation exposure


Figure 6.x.2.3-1: Procedure for edge relocation triggered by application with application relocation exposure
[bookmark: _GoBack]The AF can get the information of whether server changes and the target application server for the edge relocation triggered by application.
1. PDU session is established with the PSA UPF and breakout with the ULCL1/L-PSA1.
2. The AF request with traffic routing information is sent to the Core network per application. The information of the capability for application relocation exposure to the core network is included.
3. The PCF generates PCC rules based on the AF request and provides the PCC rules to the SMF. The PCC rules include the information of the capability for application relocation exposure to the core network.
4. The SMF subscribes to the AF for the Application relocation exposure event based on the information for Application relocation exposure capability received in step 3.
5. Edge application server relocation is triggered by the application due to the serving Edge Application Server becoming congested or being in outage condition.
6. The AF notifies the event for the edge application relocation to the SMF. It includes the indication to indicate the application server relocation is transparent to the UE, the information of target application server (the information of target application server may be information on the target application server for the application (e.g. the IP address of the target application server and the FQDN of the target application server)). If the ULCL/PSA relocation is not triggered by the edge application relocation, step 7 to step 10 are skipped.
7. The SMF determines to relocate the ULCL/L-PSA based on the edge application relocation.
8. Based on the AF subscription, the SMF sends an early notification to the AF, including the corresponding target DNAI(s).
9. The AF sends a positive response to the early notification to the SMF. 
10. The SMF configures the new ULCL and new L-PSA.
11-12. the same as step 8 to step 9 in clause 6.x.2.1.

6.X.3	Impacts on Existing Nodes and Functionality
SMF:	
-  Decides and perform the steering of the traffic of the application traffic to and from the target application server based on the edge application server relocation information received from AF.
-  For 6.X.2.3, additionally, subscribes to the AF for the Application relocation exposure event.
AF:
-	Provides the edge application server relocation information to CN, the information includes the indication to indicate the application server relocation is transparent to the UE and the information of target application server.
-  For 6.X.2.3, additionally, exposes the edge relocation capability to the CN and notifies the edge application server relocation event to the SMF.
* * * * End of Change * * * *
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